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Literature Review: 
• All Pairs Shortest Path Problem 

(APSP) 
• Minimum Cost Flow Problem (MCF) 
• Efficiency Equation 

Set-Based Efficiency: 

E (G) = 1 L �~� 
I N I (I N I -1 ) I#JE G d ,} 

t-. E ' = E (G) - E (G ' ) 
1 IK I 
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Set-Based Cost Efficiency: 
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Normalized Efficiency Values: 

Network: 

•IN I= 52 

• IAI = 752 

• s = 54 

• T = 55 

• dummy = 53 

• b, = 50 

• b, =-50 

• u!i = 50, where j 1:- 55 

• c!i = varies between 1, 2, 3, or 4 

where it:- 54 or} t:- 55 

Scenarios: 

• 125 Randomly generated scenarios 

P e r centage 

1/ 75 

I / I::> I 

1/ 226 

1/ 301 

1/ 376 

Change in Efficiency: 
• Linear change for efficiency 
• Non-Linear change for cost efficiency 

e -- = e ij - �( �~ �j �~�J�\� e ij 
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h ij - �( �r �j �~�J�\� h ij r: max h - min h 
(i , j) E A I) (i , j) E A I) �~ �[�J�.� I " 
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v iJ = e ij + h iJ 

Most Vital: 
• Top 75 most vital arcs according to the 

final vitality metric 
• Type 1 and Type 2 arcs surfaced as 

most vital 

�I �C �~ �: �- .. -···-... 
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Figurc7. Thctop75arcllaccordingtov.; d ill p laycd graphicall y. 

Random Disruption vs. Greedy Disruption: 
• Greedy Disruption caused a higher rate 

of change for both efficiency measures 

�~ �0 �. �7� 
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Conclusions: 
Degree of disruption caused change in 
efficiency 
The type of arc did not affect whether or 
not it was most vital 
Vitality metric identified most vital arcs 
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